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Z314 – Token for Resetting Patron’s Password
This table is valid when the user successfully submits a password reset request. It is valid only for the Forgot Password function using the email option, not the security question option. For more information about this process, see the Forgot Password section of the Aleph 23 System Librarian’s Guide-OPAC.

The system stores the reset password data in Z314 Oracle table. 

The Z314 table stores the user ID, library branch, a randomly token, and a time stamp. 

The Z314 table data is verified when the user proceeds with the password reset action. 

Upon resetting password, Z314 is deleted from database.

Z314 is maintained at the system’s VIR01 library (virtual library). 

As all other VIR01 data, the clearance of Z314 old records is handled by util x/8: Clean Virtual Library (VIR01).

  01 Z314.

          02 Z314-REC-KEY.                                                      K

            03 Z314-ID                  PICTURE X(12).

            03 Z314-USER-LIBRARY        PICTURE X(5).

          02 Z314-TOKEN-ID              PICTURE X(20).

          02 Z314-TIME-STAMP            PICTURE X(15).

	Z18-REC-KEY
	
	
	

	Z314-ID
	M
	X(12)
	DESC: The user ID

	Z314-USER-LIBRARY
	O
	X(5)
	DESC: The user library. In case of a shared user library it will be empty

	Z314-TOKEN-ID
	M
	X(20)
	DESC: A random token code

	Z314-TIME-STAMP            
	M
	X(15)
	DESC: Timestamp for the Z314 generation
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