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Notes:

Welcome to this session on customizing the authentication features in the Summon service.
1.2 Agenda
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Notes:

In this short session, we’ll cover some key issues for authentication in Summon, how the Authentication Banner appears in the Summon interface, and how to configure IP and proxy authentication.
1.3 Key Issues for Authentication in Summon
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* Authentication is determined by IP address.
* Unauthenticated researchers can search Summon. u.
* Unauthenticated researchers can’t access full content.

* Unauthenticated researchers can’t see citation-only results, nor
results from certain packages like ARTstor, etc.

* Notify unauthenticated researchers with the Authentication Banner.





Notes:

First, here are a few things to know about authentication in Summon:

- Authentication is determined by IP address when the researcher accesses Summon.

- Unauthenticated researchers can search Summon.

- Unauthenticated researchers won’t be able to access full-text subscription content from most of your providers.

- And unauthenticated researchers will not see most of your citation-only results (such as from abstracting-and-indexing resources), nor other protected content like ARTstor images, certain Australian and Japanese databases, and more.

- Therefore, it is helpful to remind researchers when they are not authenticated, which is why Summon has an Authentication Banner.

So, let’s look at the Authentication Banner.

1.4 Authentication Banner
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Notes:

Here is an example of the Authentication Banner, which appears at the top of Summon when an unauthenticated researcher accesses Summon. If the researcher clicks on the text in the banner, it will take them to your library’s authentication page so they can log in.

By the way, in this example, the Authentication Banner has been changed from the default gray color to an eye-catching red.
1.5 Configure IP Authentication - Client Center and Intota
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Notes:

The first step in configuring Summon authentication is to go to either the Client Center or Intota, access the Library Settings section, and add your institutional IP Addresses.

These are the same IP addresses you send to your subscription providers to let them know who is allowed to access content.
1.6 Configure IP Authentication - Alma
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Notes:

If your library uses Alma, then on the Publishing Profiles Page, edit the profile called, “Publish electronic records to Summon,” and at the bottom of the page, Add IP Range or ranges.

1.7 Configure Proxy Authentication - Client Center and Intota
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Notes:

Next, add your Authentication Type and Proxy URL to the appropriate fields in the URLs section of the Library Settings page in the Client Center or Intota.
1.8 Configure Proxy Authentication - Alma
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Notes:

For Alma, add your authentication type on that Publishing Profile for Publish electronic records to Summon, in the Global Parameters section.
1.9 Customize Authentication Banner in Summon
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Notes:

Finally, go to the Summon Administration Console, on the Settings tab. In the Authentication section, ensure the Banner is enabled, and then customize the banner text if you want to. Because the Banner’s default color is dark grey, you may want to change that color, using the Summon 2.0 Customization section elsewhere on the Settings tab.

Most libraries should not enter anything into the Banner URL field. The Banner URL is the same as your Proxy URL, which was discussed on the previous slide in this presentation. However, if your library doesn’t use a proxy (for instance, if you use VPN for off-site access), then you can use the Banner URL field here to link Summon researchers to a relevant login page.
1.10 Test Authentication
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Notes:

You should test the authentication system by accessing Summon from somewhere outside your IP range, such as from home or from a mobile device that isn’t connected to your institutional network.

After authenticating, you should not see the Authentication Banner; your search results should sometimes show citation-only content and other protected content (if you subscribe to such content); and you should have full access to all subscription content when you click on results.
1.11 Thank You!
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Notes:

Thank you for joining this session on authentication in Summon!
1.12 About this Training
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Notes:

1 (Slide Layer)
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This presentation assumes that you have viewed this
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and that you know your institution’s IP addresses and
proxy-service settings.





2 (Slide Layer)
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* Understand how Summon results are affected by a
patron’s authentication status

* Be able to set up authentication in the Summon
Administration Console





3 (Slide Layer)
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Target Audience :

Library staff members who will be doing the customization for
your library's Summon service.





4 (Slide Layer)
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